
when HTTP_REQUEST {  
    # This line drops external requests that are hi�ng the VIP by IP address instead of by hostname 
    # Doesn't drop requests from internal RFC1918 IP's 
    # This is to ensure that ASM learning sugges�ons aren't populated from IP-based requests 
    if {[HTTP::host] eq [IP::local_addr] and !([matchclass [IP::client_addr] eq private_net]) } { 
        drop 
        STATS::incr asm_irule_triggered triggered 
        event disable 
        return 
    # This line removes the sec-ch-ua header if it's empty, because empty headers get flagged by ASM. 
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    } elseif { [HTTP::header value "sec-ch-ua"] eq "" }{  
        HTTP::header remove "sec-ch-ua"  
    } else { 
    return 
    } 
} 


